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Abstract of the contribution: This contribution adds a UL-CL/BP use case architecture, aims to remove FFS and editor’s note and updates the impact statement.
Discussion

1. The procedure for UL-CL/BP is described in other solutions but not included in solution 5 where the I-SMF is connected via the Nx interface.  All procedures from the PCF remain unchanged.  
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Figure 1 Architecture for UL-CL/BP insertion in I-SMF area. 

In TR 23.726, clause 6.5.4.1, the mobility procedure with insertion of I-SMF is described. The architecture when UL-CL/BP is required needs to be described. 

2. The call flow description for figure 6.5.4.1-1 had an editor’s note.  The updated call flow adds the UL and DL data flows
3. The procedures for UL-CL/BP insertion are captured in solution 16 and a reference is added.

4. The impact statement is updated to add that the PCF and the CHF (Charging function) are not affected by solution 5.  A reference is made to the NRF stage 3 specification. 
Proposal

It is proposed to update TR 23.726 as follows

1st Change

6.5.3
Network architecture and relation to use cases

The architecture provided in the previous section captures solution to use case #1 (two regions of a PLMN) and use case #3 (Corporate case). The architecture may also apply to use-case 2 (inter-PLMN), however in that case the AMF from PLMN-B has N-11 to A-SMF in PLMN-A which then has Nx interface to  I-SMF again in PLMN-B. 

This architecture also addresses the point in key issue 1 on how to insert a UPF supporting UL-CL/BP (IPv6 multi-homing) which needs a PSA2 in an area not controlled by the anchor SMF.  It also addresses key issue 5 by not changing which SMF the PCF process the AF’s request.  Maintaining the A-SMF as the point of policy update, the I-SMF can be relocated in case there is a more optimum topology and this avoids N11 and N7 changes which would introduce call set up latency. 
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Figure 6.5.3.1: UL-CL/BP Architecture with DN in I-SMF Area
The A-SMF determines through querying the NRF or through Local DN topology mapping configuration that the I-SMF can service the UL-CL and IPv6 multi-home PSA2 UPF.  The A-SMF requests the I-SMF to establish the UL-CL UPF and BP UPF.  In figure 6.5.3.1, these are shown as separate from the I-UPF, but depending on deployment topology, these could be co-located.  Furthermore, the I-SMF selects the PSA2 UPF from the suggested list from the A-SMF and the I- SMF allocates a new IPv6 prefix corresponding to PSA2.  The IPv6 prefix is passed to the A-SMF and if the PCF has subscribed to the IP allocation/release event, the A-SMF performs the Session Management Policy Modification procedure as defined in clause 4.16.5 of 23.502 to provide the new allocated IPv6 prefix to the PCF over N7.
The I-SMF collects charging information and relays this to the A-SMF so that a consolidated record can be sent to the CHF in the same manner as if the I-UPF, UL-CL and PSA2 had been controlled by the A-SMF.  
Furthermore, LI X3 reporting is applied to the UL-CL and/or the PSA2 in the same manner as A-SMF with no changes to X1 or X2.  
2nd Change

6.5.4
Procedures

6.5.4.1
Handover with I-SMF insertion

The handover procedure where the target NR-RAN is not reachable from the UPF's managed by the A-SMF is illustrated in the call flow below for Xn based handover. It is assumed that service areas of SMF are full TAIs.
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Figure 6.5.4.1-1: Xn based handover with I-SMF and I-UPF insertion

1-3.
As in TS 23.502 [3], clause 4.9.1.2.3.

Traffic is sent to the A-UPF from the NG-RAN until the path switch in step 16.
4.
Based on the UE location information provided in this step, e.g. the TAI of the target gNB, the SMF determines whether the existing UPF can continue to serve the UE.

5-6.
The A-SMF performs UPF selection based on clause 6.3.3.3 of TS 23.501 [2] or I-SMF selection. There could be operator configuration or the SMF could discover applicable UPF/I-SMF from an NRF discovery procedure if there are no suitable UPF's known to the A-SMF.


If the discovery was for UPF, in addition to the UPF, the NRF also returns the I-SMF for this UPF, along with capabilities. Otherwise, the NRF returns the I-SMF serving the region.
7.
The A-SMF selects I-SMF from the inputs from NRF. It provides minimal information for the I-SMF to make a selection including the Target gNB DL TEID information and the anchor UPF UL TEID.


The I-SMF selects the I-UPF as per clause 6.3.3.3 of TS 23.501 [2].

8-9.
I-SMF to I-UPF: N4 Session Establishment Request (Target NG-RAN address and N3 DL tunnel identifiers, A-UPF F-TEID).

10.
I-SMF to A-SMF: Nx Response (Target UPF address, Tunnel Identifiers for DL N9 User Plane).
11-12.
SMF to PDU Session Anchor: N4 Session Modification Request/Response.


The SMF sends N4 Session Modification message to the PDU Session Anchor.


The PDU Session Anchor (A-UPF) responds with the N4 Session Modification Response message after which the requested PDU Sessions are switched. At this point, PDU Session Anchor starts sending downlink packets to the Target NG-RAN using the address and tunnel identifiers of the Target NG-RAN via Target UPF (I-UPF).

13-14.
In order to assist the reordering function in the Target NG-RAN, the PDU Session Anchor (A-UPF) sends one or more "end marker" packets for each N3 tunnel on the old path immediately after switching the path, the source NG-RAN shall forward the "end marker" packets to the target NG-RAN.

15.
A-SMF to AMF: Nsmf_PDUSession_UpdateSMContext Response (CN Tunnel Info).


The A-SMF sends a Nsmf_PDUSession_UpdateSMContext response to the AMF. CN Tunnel Info includes UL tunnel identifiers and address of the new intermediate UPF. This is the same as Step 8 in TS 23.502 [3] clause 4.9.1.2.3.

16-17.
Same as steps 7-9 defined in TS 23.502 [3] clause 4.9.1.2.3.

3rd Change

6.5.4.1
Addition of additional PDU Session Anchor and Branching Point or UL CL
The procedure is very similar to the procedure described in solution 7 clause 6.7.2.3.2.1.2, however no distinction is between the I-SMF being in the same or different region.   The I-SMF always communicates with the A-SMF over Nx.
4th Change

6.5.5
Impact of the solution to existing entities

AMF:

-
No impacts.

NRF:

-
SMF service area information, capabilities and UPF capabilities as defined in TS 29.510. 
SMF:

-
Selection of I-SMF based on local configuration or NRF response.

-
Nx interface support.  Nx interface is anticipated to be similar to N4 and as N4 has SBA support, Nx would also be an SBA interface.
PCF:

-
No impacts.

CHF:

-
No impacts.

End of Changes
